**Памятка для родителей по безопасному использованию сети Интернет**

1.    Старайтесь по-прежнему поддерживать как можно более открытое общение внутри семьи. Обсуждайте с детьми их общение, друзей и действия в Интернете.

2.    Создайте список семейных правил использования Интернета дома. Укажите виды сайтов, которые можно посещать без ограничений, время подключения к Интернету, расскажите, какую информацию не следует разглашать в Интернете, а также предоставьте инструкции по общению с другими в Интернете, включая общение в социальных сетях.

3.    Компьютеры, подключенные к Интернету, должны находиться в открытом месте, а не в спальне ребенка-подростка.

4.    Изучите средства фильтрации Интернет-содержимого, средства РОДИТЕЛЬСКОГО КОНТРОЛЯ и используйте их в качестве дополнения к контролю со стороны родителей.

5.    Защитите ваших детей от всплывающих окон с оскорбительным содержимым.

6.    Следите за тем, какие сайты посещает ваш ребенок-подросток и с кем он общается. Просите их пользоваться контролируемыми чатами, настаивайте на том, чтобы они использовали только общедоступные чаты.

7.    Настаивайте на том, чтобы они никогда не соглашались на встречу с друзьями, с которыми они познакомились в Сети.

8.    Научите детей не загружать программы, музыку или файлы без вашего разрешения.

9.    Поговорите со своими детьми-подростками о содержимом в Интернете, предназначенном для взрослых, и порнографии, а также укажите им позитивные сайты, посвященные вопросам здоровья.

10.     Помогите им защитить себя от [спама](http://www.microsoft.com/ru-ru/security/resources/spam-whatis.aspx). Проинструктируйте своих детей-подростков никогда не давать свой адрес электронной почты при общении в Интернете, не отвечать на нежелательные почтовые сообщения и пользоваться фильтром электронной почты.

11.     Знайте, какие сайты ваши дети-подростки посещают чаще всего. Убедитесь, что ваши дети не посещают сайты, содержащие оскорбительные материалы, и не публикуют свою личную информацию. Следите за тем, какие фотографии публикуют ваши дети-подростки и их друзья.

12.     Обсудите со своими детьми-подростками азартные игры в Интернете, а также потенциальные риски, связанные с ними.

13. Проверьте, не состоит ли ваш ребенок в **группах под названием «СИНИЙ КИТ», «ТИХИЙ ДОМ», «РАЗБУДИ МЕНЯ В 4.20», «КИТЫ ПЛЫВУТ ВВЕРХ», «РИНА», «МОРЕ КИТОВ», «50 ДНЕЙ ДО МОЕГО…», «НЯ, ПОКА» *и хэштеги #f 53, #f 57, # f 58, # d 28, # хочу в игру, # млечный путь***, которые привлекают детей к играм, пропагандирующим суицид.

14. Усилите контроль над виртуальной жизнью детей, также сообщайте обо всех фактах, связанных с играми.
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